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Understand the basic terms and concepts in 
the cyber field, basic vulnerabilities, threats 
and methods of attacks, and the need for  
information security and cyber defence

Explain emerging trends and technologies in 
the cyber field, incl. blockchain, metaverse, 
IoT, cloud technologies and AI

Understand the strategic aspects of cyber 
defence in the national and international 
security environments

Define the role of cyberspace considerations 
in understanding and countering modern 
hybrid threats

Distinguish the technical, political and legal 
aspects of international cyber security 
issues

Understand the legal implications of 
politically motivated cyber attacks, including 
the applicability of international law to said 
incidents

Construct legal evaluations for analysing 
cyberspace related threats to public safety, 
national security, and international peace 
and security

You will learn how toAfter completing the course, you will have an 
overview of new trends in the cyber field and 
will be able to navigate the world of cyber 
politics and international law applicable to it 
with a critical eye. Please note that technical, 
IT or legal background is not required.

 Study period in 2024
 12.02. - 30.06.
 Online 
 In English
 Lectures twice a week, four hours on both days
 (see the link for exact hours)

Courses

 International Security and Cyber Defense
 Cyber Governance: Policies and
 Implementation
 Cyberspace and International Law
 Fundamentals of Cyber Defense

Entry requirement 
Motivation letter

Tuition fee
1950 €
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